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Аннотация 

В исследовании осуществлен экспресс-анализ результатов исследований отечественными учёными и 

экспертами организации и управление военной связью в предвоенный период и в годы Великой 

Отечественной войны, которые имеют ряд общих черт с современной военно-политической обстановкой. 

Выявлено, что предметом исследований становились подготовка кадров, техническая составляющая 

проблемы, разные виды военной связи; исторический опыт и перспективы развития, защита военной связи в 

сложных условиях, привлечение к решению проблем военной связи гражданских специалистов, эффективность 

управления как важнейшее условие победы в вооруженном противостоянии. 

Акцентировано внимание на развитие современных технологий в области связи в странах НАТО и их 

применение в войне с Россией. Определена тенденция перехода от «прямоточной связи» к сетецентрическим 

операциям, обеспечивающим обмен информацией всеми видами средств связи, основу которых составляет 

использование мобильной беспроводной связи, и далее к мобильным одноранговым сетям MANET с военным 

применением G5 с виртуализацией сетевых элементов. 

Отмечено возрастание внимания зарубежных ученых и экспертов к управлению военной связью с началом 

специальной военной операции на Украине. Отмечено, что война стимулирует развитие современных 

различных технологий связи, использование искусственного интеллекта, способствующих повышению уровня 

управления войсками. 

Целью исследования является обобщение отечественного военно-исторического опыта, современного 

зарубежного опыта и их возможное использование при разработке вопросов организации государственного и 

военного управления, военной связи в современных операциях с применением новых средств вооружённой 

борьбы, в практике подготовки войск и театров военных действий в отношении связи. 

Основная задача заключается в том, чтобы в рамках сравнительного анализа исторического и современного 

опыта использования военной связи войсками противника выявить основные тенденции её развития и 

определить роль и значение военной связи в обеспечении государственной безопасности России. 

В основу исследования положен сравнительный метод, который позволяет осуществить необходимый 

качественный анализ и выявить основные тенденции современного развития в области военной связи  и 

сформулировать теоретическое обобщение. 

Ключевые слова: специальная военная операция, технология военной связи, сотовая связь, космическая 

связь, сетецентрические операции, одноранговые сети, инновация, МЧС России. 
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Введение 

Актуальность. Опыт специальной военной операции (СВО) на Украине, участие 

подразделений МЧС России в ликвидации последствий чрезвычайных ситуаций (ЧС), 

вызванных военными действиями, актуализировали проблему приёма-передачи информации, 

всеми способами и техническими средствами: автоматизированные пункты управления, 

включая беспилотные; информационные комплексы; сотовая и проводная телефонная связь; 

средства космической связи. Очевидно, что без обеспечения доминирования в этом элементе 

управления в условиях боевых действий и ЧС невозможно обеспечить личную, общественную 

и государственную безопасность.  

Наше государство имеет богатый как положительный, так и отрицательный опыт 

организации военной связи. Исследование этого опыта необходимо для определения 

эффективности принимаемых в настоящее время усилий по организации военной связи и 

управления частями и подразделениями на поле боя и в зоне боевых действий. 

Аналитическая часть 

В условиях современной войны военная связь ассоциируется с более широким понятием. 

Как показывает ход СВО, роль военной связи с учетом современных обстоятельств остаётся 

одним из основных элементов управления и на поле боя, и в тылу действующих войск.  

Исследованию военно-исторического опыта в этой сфере в последние годы уделяется 

повышенное внимание. Ряд публикаций посвящён критическому анализу развития связи в 

предвоенный и военный периоды отечественной истории конца 30–40-х г. XX в. Закономерным 

является обращение к историческому наследию И.Т. Пересыпкина, который отмечал, что 

«Армия без связи превращается в неуправляемый, парализованный организм», связь «является 

важнейшим звеном в системе организации управления войсками», и это становится «первым 

условием слаженных военных действий» [1, с. 21; 54–55].  

Иван Терентьевич Пересыпкин имел основания для таких утверждений: с 1939 по 1957 г. 

он исполнял обязанности Народного комиссара связи СССР (1939–1944), заместителя 

Народного комиссара обороны СССР (1941–1943), начальника Главного управления связи 

Рабоче-крестьянской Красной армии (Советской Армии) (1941–1946), Начальника войск связи 

Сухопутных войск Вооруженных Сил СССР (1946–1957). 

На этих постах ярко проявились его организаторские способности, неуклонное стремле- 

ние, сила воли в достижении поставленной задачи. Об этом свидетельствует, например, факт 

создания в октябре 1941 г. запасного узла связи Ставки Верховного главнокомандования 

«Виктория» в г. Арзамас Горьковской обл. за пять суток, что было быстрее нормативного в три-

четыре раза.  

Кроме того, он оставил богатое военно-теоретическое наследие в виде 12 монографий и 

более трех десятков публикаций в средствах массовой информации [2–4], как утверждают 

исследователи его трудов [5, 6]. 

В трудах И.Т. Пересыпкина обобщён военно-исторический опыт последствий недооцен- 

ки места и роли военной связи, ошибочные представления об уязвимости связи на поле боя, 

неумелое её использование как средства управления боевыми действиями в предвоенный 

период и первые годы Великой Отечественной войны. 

Серьёзным негативным фактором являлись также просчёты руководства СССР в оценке 

военно-политической ситуации и состояние военно-технического обеспечения Вооружённых 

Сил СССР [7, 8]. 

Неслучайным стало назначение И.Т. Пересыпкина Народным комиссаром связи СССР в 

1939 г. Нарком связи предпринимал попытки убедить своих начальников в необходимости 

своевременно обеспечивать Красную Армию средствами связи в достаточном количестве  

[9, 10]. 
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Им были предприняты усилия по созданию промышленной базы по производству средств 

связи, но её формирование происходило в тяжелейших санкционных условиях предвоенного 

периода, потери значительной части промышленного и в целом экономического потенциала 

государства, экстренной эвакуации предприятий промышленности и населения в тыловые 

районы страны и восстановления их производственных мощностей первого периода войны. 

Но, как признавал позднее И.Т. Пересыпкин: «Кроме того, штабы фронтов и армий не 

имели достаточного количества частей связи, а войска ощущали острую нужду в аппаратуре и 

полевом кабеле. Положение со связью можно было бы улучшить, если бы командиры и штабы 

для управления войсками лучше использовали радиосвязь, но и в этом деле было много 

крупных недостатков». 23 июля 1941 г. Нарком связи СССР вступил и в должность Начальника 

Главного управления связи РККА. На следующий день его приказ «Об улучшении связи в 

Красной армии» (приказ) был передан по телеграфу в штабы фронтов и вступил в действие. 

В этом приказе определено значение радиосвязи для управления войсками в подвижных 

формах боя. Устойчивость управления войсками ставилась в прямую зависимость от правильно 

применяемой радиосвязи. Приказ поставил задачи и в области проводной связи. Он оставался 

до конца Великой Отечественной войны основным руководящим документом при использо- 

вании радиосвязи для управления войсками.  

В тоже время в г. Берлине при главном штабе вермахта существовал даже Центр 

радиоподслушивания генерала Фельдгибеля, организующий и руководящий в годы Второй 

мировой войны радиоразведкой. 

Этому центру были подчинены восемь радиоразведывательных полков, из них на 

Восточном фронте находилось шесть из них. Радиоразведывательный полк состоял из 

нескольких стационарных радиоразведывательных групп, роты дальней радиоразведки и роты 

ближней радиоразведки. Роты состояли из взводов подслушивания в составе 70 человек, деши- 

фровки из 20 человек, переводчиков из 30 человек и обработки данных радиоразведки. 

Личный состав формировался из людей с высшим математическим образованием, 

прошедшим специальную подготовку [11, с. 74–75, 81]. 

В таких условиях было крайне сложно наверстать упущенное в обеспечении действую- 

щей армии средствами связи в необходимом количестве и качестве. Отставание в этом 

компоненте от европейских агрессоров сохранялось долгое время [12, 13]. 

Об этом же свидетельствуют материалы служебных записок и воспоминаний началь- 

ников связи приграничных Особых военных округов, обобщённые А.П. Жарским и 

В.Н. Шептурой [14]. 

Достаточно напомнить, что только 4 сентября 1941 г. был издан приказ Верховного 

главнокомандующего от 4 сентября 1941 г. № 0082 «Об организации прямой телеграфной  

связи Генерального штаба со штабами армий» [15, с. 136].  

Но внимание к проблемам связи подтверждают ряд государственных решений в первые 

полгода войны: постановление Государственного комитета обороны (ГКО) от 5 июля 1941  г. 

№ ГКО-28сс «О формировании частей связи», постановление от 8 июля 1941 г.  

№ ГКО-59сс «Об организации подвижного узла связи», постановление от 12 декабря 1941 г.  

№ ГКО-1016сс «О формировании ремонтно-восстановительных частей связи» [16, с. 227–228]. 

Но ситуация к лучшему по объективным причинам менялась медленно и по инициативе 

заместителя Наркома обороны СССР, начальника Главного управления связи Рабоче-

крестьянской Красной армии И.Т. Пересыпкина в мае 1942 г. был издан приказ Ставки 

Верховного главнокомандования «О недооценке радиосвязи в обеспечении бесперебойного 

управления войсками» (приказ).  

Заканчивался первый год войны, но радиосвязь, которая являлась, как подчёркивалось  

в приказе, «основным и очень часто единственным средством связи и управления войсками  

в условиях современной войны», использовалась «крайне плохо большинством командиров и 

штабов» и зачастую просто игнорировалась. Из-за отсутствия оперативных работников и 

шифровальщиков, опасения обнаружить расположение штабов дивизий и армий их командиры 
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подчас запрещали пользоваться радиостанциями даже при отсутствии проводной связи. 

Очевидно, что это приводило к нарушению связи с вышестоящими штабами и потере 

управления войсками. 

Приказ предписывал осуществление ряда мер по изменению сложившейся ситуации.  

Так, он обязывал иметь не менее двух радиостанций типа РАФ (радиостанция автомобиль- 

ная (аэродромная) фронтовая) или РСБ (радиостанция самолета-бомбардировщика) на 

основных командных пунктах, а при движении – в колоннах штабов. Начальники штабов 

фронтов и армий были обязаны обеспечивать непрерывную связь для взаимодействия с выс- 

шим штабом и управления своими войсками. 

В личное распоряжение каждого командующего армией выделялось по две переносные 

радиостанции типа «Север» для связи их со штабами фронтов, а внутри армий – для связи с 

дивизиями должна была организована дополнительная радиосвязь с помощью радиостанций 

РБ. 

Военным советам армий для перевозки радиостанций типа «Север» с радистами и 

шифровальщиками выделялись специальные автомашины. Эти средства связи должны были 

находиться с командующим армии при всех его передвижениях [17].  

Следует обратить внимание, что дивизии в приказе упоминались, но об обеспечении  

хотя бы их командиров и штабов средствами радиосвязи речи не идёт. Нет здесь и полков, 

батальонов и других подразделений.  

Но ситуация в положительную сторону менялась крайне медленно, о чем свидетельст- 

вует июльская Директива Ставки Верховного главнокомандования 1942 г. (Директива). В ней 

вновь отмечались те же недостатки в использовании радиосвязи, что и в майском приказе,  

и определялся порядок использования средств связи. 

В частности, разрешалось свободное использование радиосвязи: при передаче команд  

по управлению огнем; при передаче донесений с самолетов о наблюдаемых целях, пере- 

движениях войск противника, целеуказаний при корректировании артиллерийского огня с 

воздуха, а также всех команд в бою в танковых частях внутри рот, батальонов и бригад.  

В армейском звене разрешался радиообмен клером (использование условной, непонят- 

ной для противника терминологии) в следующих случаях: донесения о получении приказов,  

о начале действий, достижении определенных приказом районов и рубежей; вызовы 

артиллерийского огня, авиации, танковых частей. При этом наименования частей и карту 

следовало кодировать. Все остальные передачи требовала Директива, производить только 

шифром, в особенности боевые приказы [18, с. 324–325]. 

Чёткая регламентация военной радиосвязи, как показывают и боевые действия в СВО, 

необходима. 

Иван Терентьевич Пересыпкин в ряде своих работ, анализируя сложившуюся ситуацию, 

первым из исследователей раскрыл значение связи в превращении страны в единый боевой 

лагерь через обеспечение постоянного контакта между тылом и фронтом.  

Значителен вклад маршала войск связи И.Т. Пересыпкина в развитие военной педагогики. 

Кроме того, он был первым из связистов, кто получил маршальское звание и самым молодым 

из маршалов родов войск. Военно-педагогические взгляды И.Т. Пересыпкина также являются 

предметом изучения исследователями [19]. 

Проблемы военной связи как объекта исследования постоянно находятся в поле зрения 

учёных. Предметами изучения становится подготовка кадров [20, 21], техническая составля- 

ющая [22–24], защита конфиденциальной информации [25–27], разные виды военной связи  

[28–30], исторический опыт и перспективы развития [31–33], система взаимодействия элемен- 

тов информационной инфраструктуры с учетом региональных особенностей [34–38], эффек- 

тивность управления, как важнейшее условие победы в вооруженном противостоянии [39–42]. 

Большую часть массива исследований составляют военные периоды истории России.  

Тема военной связи и в XXI в. постоянно остается в зоне внимания не только отечест- 

венных, но и зарубежных исследователей. Это объясняется рядом причин. 

https://www.elibrary.ru/item.asp?id=48501446
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Во-первых, стратегический переход объединенного Запада от развития стратегического 

партнёрства с Российской Федерацией [43] к прямому военному противостоянию. Страте- 

гическая концепция НАТО 2022 г. объявила о «глобальности альянса», а Россию – противником 

(«adversary»), самой главной, прямой угрозой для безопасности стран НАТО и их союзников. 

В этом документе среди главных задач обозначены: ускорение цифровой трансформа- 

ции, адаптации структуры органов военного управления НАТО к информационному веку и 

укрепление киберзащиты, сети и инфраструктуры. Объявлено, что «Обеспечение безопасного 

использования и беспрепятственного доступа к космосу и киберпространству является  

ключом к эффективным сдерживанию и обороне» [44, пп. 23, 24]. 

В Декларация Вашингтонского саммита от 10 июля 2024 г. (Декларация) объявлено о 

создании усиленного оперативного потенциала баллистической противоракетной обороны 

(БПРО) НАТО – сдаче в эксплуатацию базы «Иджис Ашор» в п. Редзиково (Польша) в 

дополнение к существующим подобным объектам в Испании, Румынии и Турции [45].  

Во-вторых, происходит коренная смена системы военной связи – от «прямоточной» она 

преобразуется в сетецентрическую. 

Так, например, уже в первые десятилетия XXI в. стали появляться публикации, подтвер- 

ждающие, что основополагающим элементом управления военными действиями по всему  

миру на рубеже веков являлись сетецентрические операции, обеспечивающие обмен инфор- 

мацией. А в их основе – использование мобильной беспроводной связи [46–48]. 

Усложняющаяся оперативная обстановка на театре военных действий создаёт серьёзные 

трудности для подобных сетецентрических операций и ставит вопросы об обеспечении 

безопасности управления ими и о привлечении гражданских технологий для их решения [49].  

Во-третьих, в военной связи стал необходим единый коммуникационный подход в 

организации управления безопасностью, способный эффективно работать в различных средах. 

В-четвёртых, это, в свою очередь, потребовало создания современной технологической 

структуры с реконфигурируемыми устройствами, способными адаптироваться к физическим и 

сетевым условиям. 

Поэтому стал востребован стандартизированный внутриуровневый интерфейс управ- 

ления для обмена управляющей информацией, а также стандартизированный интерфейс 

передачи данных. 

Все подобные усилия должны быть направлены на обеспечение превосходства над про- 

тивником. Важным условием здесь является борьба с помехами, которые всеми средствами 

создаются противником, оперативная обработка облачных данных и обеспечение устойчивой 

военной связи [50, 51]. 

Защита военной связи в сложных условиях – одна из важных исследовательских тем. 

Эксперты сходятся во мнении, что физическая защита должна использоваться вместе с 

традиционными криптографическими методами защиты [52]. 

Одним из важных выводов является то, что использование в управлении государствен- 

ной безопасностью современных технологий связи берет своё начало из военной связи. Так, 

технология мобильной связи G2 изначально разработана и использовалась в военной сфере 

управления. Перестройка частот в G3 привела не только к их расширению, но и к форми- 

рованию возможностей использования в общегражданских целях. А начиная с технологии  

связи G4, беспроводные технологии развиваются параллельно и независимо от военных 

разработок. Теперь уже в военной связи активно используются разработки гражданских 

специалистов. В настоящее время проходит этап военной экспертизы на возможность 

использования технологии G5 в военных целях с точки зрения кодирования передачи закрытой 

информации и безопасности в целом этой общедоступной сети. 

В любом случае технология военной связи с поддержкой G5 признана экспертами 

фундаментальной и наиболее качественной, значительно повышающей эффективность управ- 

ления не только на тактическом уровне, в перспективе и на оперативном и даже стратегическом.  
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Повышенное внимание к теме стали проявлять зарубежные исследователи и эксперты 

после начала СВО. 

Так, например, стала очевидной проблема с подключением к обычной сетевой инфра- 

структуре в ряде районов боевых действий. Обеспечение безопасности управления происхо- 

дит, в том числе и за счёт мобильности сетевых узлов. Их структура меняется, и военная 

связь становится неустойчивой. Подразделения НАТО (Украина в их числе) используют 

мобильные одноранговые сети MANET, способные к самоорганизации и самовосстановлению. 

Но традиционные сетевые протоколы могут быть недостаточно адаптированы к MANET [53]. 

Проблема решается с помощью космической связи, которая в современных условиях все 

больше приобретает характер военно-космической связи. Уже появились исследования опыта 

использования американской коммерческой системы Starlink на поле боя на Украине [54]. 

Следует заметить, что США уже в 1980-е г. имели шесть военных систем спутниковой связи –

флота FLTSATCOM, арендованных спутников LEASAT, Milstar, «оборонной» спутниковой 

связи DSCS III и др. В следующее десятилетие сверхвысокочастотные системы FLTSATCOM 

и LEASAT заменили на GEO systems компании UFO, а на смену системе UFO пришла 

система MUOS, разработанная компанией Lockheed Martin [55]. 

В настоящее время Североатлантический альянс реализует (с 2022 г.) новый проект под 

названием «Постоянное наблюдение Альянса из космоса» (AFSS) с участием 18 стран. 

Это – часть цифровой трансформации вооруженных сил НАТО, осуществляемой на основе 

Стратегии цифровой трансформации армии США, принятой в июне 2023 г. [56], с задачей 

объединения и использования всех существующих и будущих космических средств стран 

Альянса и союзников в виртуальную группировку НАТО под названием «Аквила». Работа 

идёт в рамках «Всеобъемлющей космической политики НАТО», принятой в 2019 г., в кото- 

рой космос объявляется новой оперативной областью наряду с воздушным, сухопутным, 

морским и киберпространством [57]. 

Агентство связи и информации НАТО (Агентство) определило несколько основных 

направлений военного применения G5: тактические операции, подразумевая боевые дейст- 

вия непосредственно на поле боя; морские операции, ожидая боестолкновения с российским 

флотом; информационные и коммуникационные системы для так называемых «экспеди- 

ционных операций» на территории России и других стран, отказывающихся подчиняться 

требованиям Североатлантического альянса в союзе со странами Азиатско-тихоокеанского 

региона. 

19 августа 2024 г. Агентство и компания «Planet», имеющая космический флот из более 

чем 200 спутников, покрывающих всю территорию земного шара, заключили контракт, и в 

рамках программы «Alliance Persistent Surveillance from Space» (APSS) «Planet» поставляет 

натовскому командованию спутниковые снимки Земли круглые сутки [58]. 

Война, как известно, стимулирует развитие различных технологий, направленных на 

уничтожение объектов и личного состава войск противника. В странах НАТО уже 

разрабатывают технологию G6, развивая дальше приложения G5, в основе которых вирту- 

ализация сетевых элементов. Сетевая сегментация, совместимая с военными программно-

определяемыми сетями, существенно расширяет возможности военной связи. И это одно из 

важных направлений цифровой трансформации. 

А цифровая трансформация – уже качественно новое измерение состава и назначения 

военной связи. Как было заявлено в Декларации, цифровая трансформация представляет собой 

«изменение в операциях и культуре, которое фундаментально меняет то, как организация 

обеспечивает ценность посредством внедрения передовых технологий», таких как облачные 

среды, обмен данными и искусственный интеллект, космическая связь [45]. 

В военной структуре НАТО остаётся задача совершенствования и так называемой 

«статической связи». 
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И всё это необходимо учитывать военно-политическому руководству России в орга- 

низации управления действиями по обеспечению реального суверенитета нашего государства. 

Опыт СВО показывает широкие возможности использования сенсорных сетей для повы- 

шения эффективности управления действиями на поле боя и максимально точного поражения 

объектов противника.  

В НАТО разработана «дорожная карта» технологического развития военной связи до  

2030 г., в которую включены: искусственный интеллект, автоматизация передачи данных, 

квантовые технологии, гиперзвуковые технологии, инновационные технические средства  

связи и даже биотехнологии. 

Заключение 

Опыт СВО на Украине актуализировал проблему приёма-передачи информации всеми 

способами и техническими средствами: автоматизированные пункты управления, включая 

беспилотные, информационные комплексы, средства космической связи. 

Своевременное получение, обработка и защита информации становятся ключевым 

элементом управления не только подразделениями, частями и соединениями на поле боя, но в 

целом в обеспечении государственной безопасности, сохранении целостности и суверенитета 

государства. 

Ход СВО подтверждает ключевую роль военной связи как элемента управления на поле 

боя. 

Недооценка и недостаточное внимание к техническому оснащению войск современными 

средствами связи имеет губительные последствия и являются одним из основных препятствий 

в достижении победы на войне. 

Современное состояние военной связи у реального противника, противостоящего России 

и ставящего под угрозу государственную безопасность страны, требует тщательного изучения 

и обобщения. 

Отечественный опыт также должен быть востребован. 
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Abstract 

The article provides an express analysis of the results of research by domestic scientists and experts on the 

organization and management of military communications in the pre-war period and during the Great Patriotic War, 

which have a number of common features with the modern military-political situation. 

It was revealed that the subject of the research was personnel training, the technical component of the problem, 

different types of military communications; historical experience and development prospects, protection of military 

communications in difficult conditions, involvement of civilian specialists in solving military communications 

problems, management efficiency as the most important condition for victory in an armed confrontation. 

Attention is focused on the development of modern technologies in the field of communications in NATO countries 

and their use in the war with Russia. A tendency is determined to transition from «direct-flow communications» to 

network-centric operations that ensure the exchange of information by all types of communications, the basis of 

which is the use of mobile wireless communications, and then to mobile peer-to-peer MANET networks with military 

application G5 with virtualization of network elements. 

An increase in the attention of foreign scientists and experts to the management of military communications with 

the beginning of the special military operation in Ukraine is noted. It is noted that war stimulates the development 

of various modern communication technologies, the use of artificial intelligence, which contribute to increasing the 

level of troop control. 

The aim of the project is to generalize domestic military-historical experience, modern foreign experience and their 

possible use in developing issues of organizing state and military management, military communications in modern 

operations using new means of armed struggle, in the practice of training troops and theaters of military operations 

in relation to communications.  

The main task is to identify the main trends in its development and determine the role and significance of military 

communications in ensuring the state security of Russia within the framework of a comparative analysis of the 

historical and modern experience of using military communications by enemy troops. 

The research is based on comparative methods, which allows us to carry out the necessary qualitative analysis and 

identify the main trends of modern development in the field of military communications and formulate a theoretical 

generalization. 

Keywords: special military operation, military communications technology, Great Patriotic War, order, directive, radio 

station, cellular communications, space communications, network-centric operations, peer-to-peer networks, NATO 

virtual group, technological development, EMERCOM of Russia 
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