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AHanu3 yrpo3 6e30nacHOCTH 1 Mep 3awuTbl MHGOpPMaLUK B KOMNLIOTEPHbIX CUCTEMAX
BbICWIMX Y4eOHbIX 3aBeeHNIA

MweHnyHbIH AMUTPUI BukTopoBuyl
AbsiueHKo KOpuii OpbeBuy?

1AOHeLUKUI HallMOHaAbHbIM TEXHUYECKUI YHMBEpPCUTET, AoHeLK, Poccusi

AHHoOTaums

B cTratbe NpoBeAeH aHaAM3 aKTyaAbHbIX KWOepyrpos, HanpaBAEHHbIX MPOTUB Poccun. PaccMoTpeHbl TaKTUKK, TEXHUKK
M MOCAEACTBMSA aTak, a Takxke CUCTeMaTU3MpPOBaHbl OCHOBHbIE MepPbI 3aLLMTbl MHGOPMALIMOHHbLIX CUCTEM OT BHELLIHMX
BO3AENCTBMIU. MccaepoBaHMe oOCHOBaHO Ha AaHHbix OCB Poccuu, otuetax Positive Technologies u apyrux
ABTOPUTETHLIX UCTOYHMKAX. MPEAAOXKEH aArOPUTM LMKAMYECKOTO OOHOBAEHMS Mep 3allMTbl B UHGOPMALMOHHbIX
cMcTeMax BbICLIMX yYebHbIX 3aBEAEHWM.

KatoueBble cnoBa: kubepbesonacHoCTb, OULIMHE, BpepoHocHoe [10, coumanbHaa WHXeHepusa, DDoS-ataku,
YyA3BMMOCTW, 3alUMTa AaHHbIX, KWbepyrposbl, nybAnuHble Wi-Fi ceTM, WHPopMauUMOHHAA 6e30MacHOCTb,
MHOIOYPOBHEBbI KOHTPOAb AOCTYMNa, aATOPUTM LIMKAMUYECKOTO OBHOBAEHUS MEP 3aLLUUTHI.

BBepgeHue

Kubeparaku Ha Poccuio ocymecTBIsAIOTCSA ¢ HEMOCPEACTBEHHBIM yuacTieM [leHrarona, B 3Tom
mporecce 3aIeUCTBYIOTCS Kak MexayHapomnHbie (Anonymous, Silence), Tak u HanmonansHbie (Ghost
Clan — CIIA, RedHack — Typuus, GNG — I'py3us, Squad 303 — Ilonbma) u meHee usBectHole (Cloud
Werewolf, TaxOff, Rare Werewolf, Paper Werewolf) xakepckue rpynnupoBku. PUHaHCHpPOBaHUE
HEKOTOPBIX XaKePCKUX IPYIIHPOBOK MPOUCXOJHUT Yepe3 pa3uuHble KuOepnpecTynHble qeicTsus. OHu
MOJTY4al0T CPEJCTBA OT BHIMOTaTEIbCTBA, KPaykU HAJIOr0BOM MH(GOPMAaLIUK, YUacTUsI B OPTraHU30BaHHBIX
MPECTYNHBIX IPYIIIAX U MPOJaKH JTAHHBIX Ha YEPHOM PBIHKE, a TAK)KE OT MPOJIAXKU AOCTYTA K 00JadHbIM
cepBUCaM U KOMIIPOMETUPOBAHHBIM YUETHBIM JTaHHBIM.

00 stoMm cooburunu B Llentpe obmectBeHnbix csazeit ®Ch Poccun. B BemoMcTBe oT™METHIH, YTO
y crenciayxO0bl €CTh CpelCcTBa JUIsl UACHTU(PHUKALUYU JIOACH, OpraHu3aluil U peaybHbIX 3aKa3uMKOB
KubepaTak Ha pOCCHUICKYI0 HHQPACTPYKTYPY C LENbIO UX MPUBICYECHUS K OTBETCTBEHHOCTH.

B ®Cb obparunu BHUManue Ha To, 4T0 Coennnennsie LIITaTel cTpeMsaTcs 3aMackupoBaTh CBOIO
CBA3b C arakamu, BeIcTaBisis rpynmupoBky IT Army of Ukraine B kauecTBe MX MHUIMATOpoB. "B
mpolecce aHaiau3a OOHApYKEHHBIX KHOepyrpo3 ObUIM TONydYeHbl CBEIECHHS, YKa3blBalOIIME Ha
ucnonb3oBanue CHIA u crpan HATO ykpauHCKOH TeppUTOpHH Ui MPOBEAEHHS MacIITaOHBIX
KOMIIBIOTEPHBIX aTak Ha rpaxkJaHckue o0bekThl B Poccun', — momuepkuBatoT B BenoMcTBe. ComtacHo
uH(pOpMaIK OT MPAaBOOXPAHUTENBHBIX OPraHOB, ceTeBas MHPPACTPyKTypa YKpauHbl HCHOJb3YyeTCs
3amaioM Jyis TallHOTO MPUMEHEHNS HOBBIX TUTIOB Kubepopy:xusi. denepanbHoii ciyx00ii 0e30MacHOCTH
Poccuiickoit ®@enepauu ¢ Hayana 2022 roga 3agUKCHPOBAHO Oosee MATH THICSY XaKEPCKUX aTak Ha
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KpuTHueckyto uHppactpykrypy Poccum [1]. Hecmorps Ha mnpuHHMaembie MeEphI, KOJHMYECTBO
YCIIEIIHBIX KUOEpaTak MPOJOIKAET PACTH, YTO TPeOyeT CUCTEMHOIO aHanu3a COBPEMEHHBIX YIpo3 U
METOJIOB 3aIIUTHI.
Hayunast HoBU3HA MCClIeIOBAHUS 3aKII0UAETCS B:
m  knaccudukanun ysazsumoctei poccuiickux OC nmo manapiM BJIY ®CTOK 2024 — 2025 rr;
B aHaJu3€ COBPEMEHHBIX TEXHUK M TAKTUK XaKEPCKUX rpynnupoBok (Anonymous, [T Army
of Ukraine u np.);
B CHCTEMATH3aIl{ Mep 3aIUTHI I Kaka0ro tuna arak (pummar, DDoS u mp.);
B [PeJIOKEH aJrOpUTM LUKIMYECKOr0 OOHOBJIEHHUS Mep 3alluThl B HH()OPMAIMOHHBIX
CHCTEMaX BBICIINX YYCOHBIX 3aBEICHHIA.
[IpakTuyeckas 3HAYUMOCTH pabOTHI 3aKITFOUACTCA B!
B KOHKPETHBIX PEKOMEHIAIMAX 10 3aIIUTE OT OCHOBHBIX TUIIOB yTPO3;
B METOJAMKOW aHanu3a ysa3BUMocTel s poccuiickux OC;
B Marepuanax JJis MOArOTOBKH CHEIUATHUCTOB 110 KHOepOe30nacHOCTH.
Kak mokaspiBaroT ucciegoBanus, B 2024-2025 romax BEIABIEHO IIECTh OCHOBHBIX THIIOB aTak,
Han0OJIee YaCTO MCIOIB3YEMbIX IIPOTHB POCCUICKUX 00BEKTOB [2]:
B (UIIMHTOBBIEC aTaKH;
BpeloHOCHOE ITporpammHoe obecrnieuenue (BI10);
aTaky Ha CHCTEMBI C UCIIOJIb30BAHUEM YSI3BUMOCTEH;
ColLlMaTbHAs MH)KEHEPUS;
npUMeHeHue 60T-ceTeit;
®  okcrutyaranus myonuaasix Wi-Fi cereid.
Kaxplii U3 3TUX METOI0B UMEET CBOM OCOOCHHOCTH pealu3aliy 1 TpedyeT crenupuuecKkux Mep
IIPOTUBOJEHUCTBHSL, UTO Oy/IET pACCMOTPEHO B JAHHOMU CTaTheE.

MeToabl uccnegoBaHus

1. ®UIIMHIOBBIE aTaKKU — 3TO BUJ MOIIEHHUYECTBA, IPU KOTOPOM 3JI0YMBIIIICHHUK BBIHYKIAET
KEPTBY COBEPILIUTH JECUCTBUE, MO3BOJISIIOUIEE MTOMYUYHUTh JTOCTYN K YCTPOMCTBY, YUYETHBIM 3aIUCAM WIIH
MIEPCOHAJIBHBIM JIaHHBIM. BBICTyIIas B pOJIM TOBEPEHHOIO JUIA, MOUIEHHUK BHEIPSET HA KOMIIBIOTED
xepTBbl BI1O mwnn noxuiaetr konpuaeHuansuyo nadopmarmio [3-6].

Taxruku:

B MAacKHpOBKA TOJ M3BECTHBIE OPEHJIbI WM CEPBUCHI MCIIONB3YS COIMAIBHYIO MH)KEHEPUIO
IUIS TIOBBILIEHUSA JOBEPUSA Y )KEPTBBI, IOAAEIIKA JOMEHOB;

E  HCIOJb30BaHUE CPOYHBIX MPHU3BIBOB K JCHCTBHIO, YTOOBI BBI3BATH TAHUYECKOE IMOBEICHUE Y
JKEPTBBI.

TexHuku:

B CO3JaHMe MOANETbHBIX CTPAHHMII ATl BBOJA JAHHBIX, KOTOPBIE BBHINIAAAT Kak O(QUIAaTbHbIE
CaMThI;
M TeHepauus CCBUIOK M BJIOXEHMM € ucnonb3zoBaHueM URL-penupekToB miis CKpbITHS
HAaCTOAIIErO agpeca.
Hanpumep, B mmcbMax MOTYT COIEpIKAThCS apXUBBI C BPEAOHOCHBIMHM (haillaMHM, TaKMMH Kak
«CBEPKA .rar» uinm ccbUIKH Ha CEpBUCHI, TakUe Kak «SIHaekc Jnuck».

IIpumeps! ysI3BUMOCTEN:

B HCTOJIb30BaHUE MPOCTHIX U MPEACKA3yeMBbIX MapoJiei, KOTOpbIE JIETKO MOTYT ObITh yTraJaHbl
WJIN HAapyLIEHBL;
B HEJOCTaTOYHasl OCBEJOMJICHHOCTb MOJIb30BaTesel 0 BpeJe (UILIMHTA, YTO JeIaeT ux oomuee
BOCIIPMMMYMBBIMY K MaHUITYJIALUAM;
B HCMOJIb30BaHUE OOLIETOCTYMHBIX aApPECOB AIEKTPOHHOW TMOYTHI, KOTOPbIE MOIYT OBITH
JIETKO MOJAEIaHbl 37I0yMBIIIIEHHUKAMH.
OcHoBHBIE yTpO3bl 0€30MaCHOCTH U MOCTEACTBUS (PUIIMHIOBBIX aTak yka3zaHbl B TaOmure 1.
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Ta6n|/|u,a 1 — OCHOBHbIE Yyrposbl Oe3onacHoCTH U nocnencTena € UCMNOJIb30BaHNEM COLWI&J'IbHOIZ NHXEHEPUN

Ne n/m OCHOBHbI€ Yrpo3bl [NocnencTeus arak
. - HECAHKLMOHMPOBAHHbIN JOCTYN K CUCTEMaM
1 YTeuka n4Hom MHopmaLmum
- KOMNPOMETAaLMS KOH(UAEHLMaNbHbIX AaHHBIX
- MpsMON yLep6 OT MOLLEHHUYeCTBa
2 ®uHaHcoBbIE NOTEPK

- 3aTpaTbl HA BOCCTaHOBIIEHWE NOCIE aTakn

- NOTepA KOHTpONA Haa cucteMamn

3 3apaxeHve BINO
- co3paHme 6OTHETOB, LWMPOBAHME AAHHbIX

4 LlocTyn K y4€THbIM 3anmcsam - Kpaxa akkayHTOoB (nouTa, 6aHK, KopriopaTuBHbIE CUCTEMBI)

- CHUXEHMe JOBEPHS KITMEHTOB/NApTHEPOB

5 PenyTtauuoHHbIn yuepb
- BOMNrOCPOYHBIE NOTEPU UMUOXA

- Wrpadbl 3a HapyweHnue GDPR, 152-03

6 HOpuamnyeckume nocneacTeus
- CynebHble 1cku

- 0CTaHOBKa 6U3HEC-MPOLIECCOB

7 YTpaTta AaHHbIX -
- He0BXOAMMOCTb BOCCTAHOBMEHNS 13 PE3EPBHBIX KOMI

8 Mcuxonoruyeckoe BO3LENCTBIE - CTPECC W CHWXEHME NPOAYKTUBHOCTM COTPYAHWKOB
9 ﬂononHMTeanHe 3aTpaThl Ha - MOKYMNKa HOBbIX CPEACTB ©esonacHocTH

sawuty - 00y4eHune COTPYaHMKOB
10 LLlaHTax 1 BbIMOraTensCTBO - Tpe60BaHus Bbikyna 3a JaHHble (NOCne YTeukm)

2. Mcnonp30BaHue BpENOHOCHOTO mporpammHoro obecrneueHus (BIIO) — mocne oTkpbiTus
BPEZIOHOCHBIX (haiijIoB IPOUCXOIUT 3arpy3Ka U BHepeHHe pa3auyHbIX THIIOB BIIO, Takux Kak «TpOsHBI
VAQIEHHOTO JOCTYyNay, «MU(PPOBATBIIMKNY, «mmuoHckoe [1O», «3arpy3unkm», «MailHEpbD»,
«OaHKOBCKHE TPOSHBI», U «aApyrue» (Hanpumep, Revenge RAT, Remcos RAT, NanoCore RAT, njRAT,
Trinper, DarkWatchman, G3x10psl, 1 T.1.) 015 YCHEWHbIX atak ¢ ucnoiab3oBanueM BITIO Ha MmomeHT
BTOpOro kBaprana 2024 roga npusesaeHa B otuere "Positive Technologies" (cm. Pucynok 1) [7-9].
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TaxTuku:
B TpPUMEHEHHE «COLHUANBHOM WHXEHEpHUW» Uil YOSKAEHHS TMOJIb30BaTeledl OTKPHITh
3apakeHHbIe (QailIbl;
B YCTaHOBKa POIpaMMBbl YEPE3 CKPBITHIE CKPUIITHI MU IKCIJIONTHI B YI3BUMOCTSX CUCTEMBI;
B CKpBITHE BPEIOHOCHBIX (hailjIoB B 3aKOHHBIX MIPUIIOKEHHSIX WIN JOKyMEHTaX.
TexHuku:
B HCIONB30BaHHE O9KI0POB /ISl COXPAHEHUs JOCTYyIIA K 3apa)KeHHO cucTeMe;
B BHEJIPEHUE UHCTPYMEHTOB [yl YAAJCHHOIO YIPAaBIEHMS, IO3BOJIAA 3JI0yMBIIUIEHHUKY
BBINOJIHATH JACHUCTBUS HA KOMIIBIOTEPE KEPTBBL;
B OKCIUTyaTauus ys3BUMOCTEW NPUIOKEHUH JUIsl CKAUMBAHUS M yCTaHOBKHU 310BpeaHoro 110,
UCIIOJIb30BAHUE CKPUIITOB JJISl aBTOMATU3ALMU IIPOLIECCOB.
[Ipumeps! ysa3BUMOCTEN:
B OTCYTCTBHME aHTHMBHUPYCHOTO IIPOrPaMMHOI0 00eCeueHHs Ha yCTPOWCTBAX MOJIb30BaTeNeH,
YTO [I03BOJISIET 3JI0yMBILINIEHHUKaM ycTaHaBnuBarh BIIO;
B yA3BUMOCTH B IPWIOXKCHUAX, IIO3BOJISIIOIIME BBINOJIHATh IPOM3BOJIBHBIM KOX MU
3arpyarth BPeIOHOCHBIC (haiIIbL;
®  omuOKM B cUCTeMax 0e30MacHOCTH, KOTOPBIE TIO3BOJIAIOT 00XOUTh 3AIUTHBIE MEXaHU3MBI.
OcHoBHBIE yTpo3bl 0e30MacHOCTH U mocieAcTBrs ucnoib3oBanus BI1O ykazansl B Tabnure 2.

Tabrnuua 2 — OcHoBHble Yrpo3bl 6e30MacHOCTL M NOCeaCTBIS Uenonb3oBaHus BMNO

Ne n/m OcHOBHbI€ Yrpo3bl lNocnencTeus atak
- NINYHble AaHHbIe (Maponu, nepcoHanbHas MHdopmawms)
1 KpaxalyTeuka gaHHbIX - KOH(pMAEHLUMarnbHbIe KOPNopaTUBHbIE JaHHbIE

- pmHaHcoBas MHhOpMaLMs (MNATEXHBIE PEKBU3UTbI)

- YHUYTOXEHWe (haiNioB M NPOrpaMMHOro obecneyeHms
2 loBpexaeHue cUCTeM - HapyLueHne paboTbl T-HGpacTpyKTypbi
- He0bXOAMMOCTb CMOXHOTO BOCCTAHOBMEHUS AaHHbBIX

- I'IpOCTOI?I cuctem 1 oCTaHoBKa 6M3Hec-npouecc03
3 OI'IepaLWIOHHbIe HapyLleHna - CH/XXEeHne npon3BoanTENbHOCTH pa60qv|x CTaHLIMIZ
- ONONHUTENbHbIE 3aTpaTbl Ha aBapvu7|Hoe BOCCTaHOBIeHMe

- 3apaXeHune Apyrux YCTPOICTB B CETU
4 PacnpocTpaHeHune MHpekLmmn - 3CKanaums ataki Ha CMEXHbIE CUCTEMbI
- co3faHue 60T-ceTel 13 3apaXEHHbIX KOMMbOTEPOB

- ycTaHoBKa 63KAOPOB ANs NOCTOSIHHOMO AOCTYMa
5 CKpbITble yrpo3bl - BHEAPEHME LUMMOHCKIX MOy el
- CO3[jaHve KaHarnoB yTeuku AaHHbIX

- kpunTorpadmyeckoe BIOKMpoOBaHME AaHHbIX
6 LWaHTax 1 6nokuposka - TpeboBaHus Bbikyna 3a JOCTYN K CUCTEMaM
- Yrpo3bl Nybnmkaumum ykpageHHon nHdopmawmm

- NoTepa noBepua KNnMeHToB

7 PenyTaunoHHble pucku - ywep6 fenoBoit penyTaumum
- NpobrnembI C perynupyoLLMMI opraHamm

- CynebHble n3nepxKM 1 Wrpadbl
8 KocseHHble nocneacTams - MOBbILLEHNE CTPAXOBbIX CTABOK
- He0OXOAMMOCTb MHBECTULMIA B HOBbIE CUCTEMBI 3ALUNTI
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3. ATaky Ha CUCTEMBI C UCTIOJIB30BAHUEM YA3BUMOCTEN — 3JI0yMBIIIJIEHHUKHN UCCIIEAYIOT CUCTEMBI
Ha HAJIMYUE YS3BUMOCTEH, O3BONISAIOLUIMX UM MOJIYYUTh JOCTYII K JTAaHHBIM WM pecypcaM. ITO MOXKET
BKJIFOYATh MAaHUMTYJISIIKHM ¢ Ys3BUMocTsME B I10 wnu cereBoit uadpactpykrype [10].

OOHapyxeHue ysI3BUMOCTEW — 3TO MPOLECC NTOMCKA M UCCIIEOBAHUS YSI3BUMOCTEN B IpOrpam-
MHOM OO0€CleUYeHNH U ammaparype, KOTOpbli MOXET ObIThb HCHOJb30BAaH 3JI0YMBINUICHHUKOM IS
HECaHKIIMOHUPOBAHHOI'O JOCTyIa WM HApYLIEHUS LIEI0OCTHOCTH JIaHHbIX. JlaHHBIH ponece BKIOYaeT
B ce0s IIMPOKUIA CIIEKTP METOJOB U TEXHOJOTUM, KOTOPbIE IOMOTAIOT BBISBIIATH MPOOJIEMHbBIE MECTa B
CHCTEME U IIPUHUMATh MEpPbI Ul UX ycTpaneHus [11].

Takruku:

B [IOWCK YA3BUMOCTEH C IIOMOIIBIO CKAHEPOB U TECTOB HAa IPOHUKHOBEHHUE;
B HCIOJIb30BaHUE U3BECTHBIX HKCILIONTOB JUISL IOCTYIA K CUCTEME.

TexHuku:

B COLMaJbHAs WHXXEHEPHsl, 3aCTaBISIONIAs COTPYAHUKOB OTKPBHIBATH JBEPh Ui JIOCTYyNa K
YSI3BUMBIM CUCTEMaM;

B UCTOJIb30BaHME HWHCTPYMEHTOB [UId TEHTECTUHra, Takux Kak Metasploit, a Taxxke
npumenenue SQL-unbekumii wim XSS-arak;

B [poBeJICHHE arak Ha OCHOBE MPEAbIIYIINX JaHHBIX 00 YA3BUMOCTSIX, BBISBJICHHBIX B
CHCTEMAaX U MPUIIOKECHUSX.

[Ipumeps! ysa3BUMOCTEN:

B yCTapeBLIME BEPCUU NPOTrPaMMHOIO oOecreueHHs, KOTOPbIE CO3/1al0T MOTEHLUAIbHbIE
JIBEPU JJIS1 37I0YMBILUIEHHUKOB;

B HEJOCTaTKH B Ipoleccax ayTeHTH(UKAIWK, TO3BOJISIONINE HAPYIIUTh 3alIUTY TOJIh30Ba-
Tenen;

B HEBepHbIE KOH(QUTYpALMH CETEBBIX YCTPOWCTB, YTO MOXET IPEAOCTaBUTH HOCTYN K
3anmuuEHHON nH(OopManuu.

OcHOBHbIE Yrpo3bl 0€30MacCHOCTH M MOCHEACTBHS aTaKM HA CHUCTEMbI C HCIOJIb30BaHUEM
yA3BUMOCTEH yKka3aHbl B Tabnurie 3.

Ta6n|/|u,a 3 — OcHOBHble yrposbl ©e30MacHOCTY 1 NOCNEACTBMUS aTaki Ha CUCTEMBI C UCMOMb30BAHMEM y9|3BVIMOCTel7I

Ne n/n OCHOBHbIE yrpo3bl MocnepcTaus atak

— yTeuKka KOH(MAeHUMaNbHOM MHGopMaLmm

1 HecaHKU1OHMPOBaHHbIA OCTYN — Kpaxal/yHUYTOXeHWe faHHbIX (BKMIOYAsA UHTENNEKTyanbHyo
COBCTBEHHOCTb)

— 3apaxeHune CUCTEM W CeTen

2 Bregpenue BpegoHocHoro MO (BIMO) -
— CO3AaHWe CKPbITbIX D3KOOPOB ANs AanbHENLLMX aTak

ATtakv Tna "oTka3 B obcnyxmeaHun" — HapyLleHue [oCTYNHOCTI CEPBMCOB

(DDoS) — (hMHaHCOBbIE NOTEPU M3-3a MPOCTOS

— yTpaTa KpUTUYeCKI BaxHO NHhopMaLm

4 [NoTeps/yHUITOXEHME AaHHbIX -
— noBpexaeHne 6a3 AaHHbIX 1 Pe3ePBHbIX KOMKI

— 3aTpaTbl Ha BOCCTAaHOBNEHNE CUCTEM

5 ®uHaHcoBble YObITKN
— wTpadbl 3a HapyLweHue cooTBeTcTust (GDPR, PCI DSS)

— 1oTeps A0BEPUS KITMEHTOB 1 NApPTHEPOB

6 PenyTtauuoHHbIn yliepb -
— CHUXEHWE PbIHOYHOI CTOMMOCTU KOMMaHU

— Kpaxa KOMMepYECKO TalHbl

7 YTpaTta KOHKYPEHTHbIX NMPEUMYLLECTB

— KonunpoBaHue TEXHOMOrnM KOHKYpEHTamu

4. CounanbHasi UH)XEHEpUS — 3JIOYMBIIUIEHHUKN KCIOJNb3YIOT MCUXOJOTHYECKUE MPUEMBI IS
TOro, 4T0O0Bl OOMaHYTh JKEpPTB, 3aCTaBIsAs UX PACKPHIBATh KOH(UIAECHIUAIBHYI HH(OPMAIMIO WIH
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BBITIOJIHATh ONpeE/IeNeHHbIEe ICWCTBUS, HalpaBlIeHHbIE Ha CHUKEHHE MX OEe30MacHOCTH. JTO METOJ
BO3JICHCTBUS HA JIIONCH, HAPABICHHBIN HA TIOTyYEHHE UX JTUYHONW MHPOPMAINH, JOCTyIa K pecypcam
WIH JPYTUX IIEHHBIX 00beKTOB [12-15]. KubepnpecTymHIKN MacTEpPCKH BIaICIOT HCKYCCTBOM OOMaHa:
OHM YMEIOT YOEKJaTb HUYEro HE IMOJ03PEBAIOLIMX ITOIb30BATENCH MOAEIUTHCS CBOMMHM JaHHBIMH,
MHQULIIPOBATH CUCTEMBl BPEIOHOCHBIM MPOTPAaMMHBIM 00ECIIEUeHHEM WJIM MPEIOCTaBUTh JOCTYH K
cucTeMaM, KOTOpbIE HE TIpeIHa3HaYEHbl AJIs1 BHELIHUX Iojb3oBarenei [12-15].
Taxruku:
E  HCIOJb30BAaHUE JIOBEPUTEIbHBIX OTHOLICHHMM W MAHUMYJSALUUU ICUXOJOTHYECKUM
COCTOSTHHEM >KEPTBBI /1711 TOy4YeHus: HeoOXxonumoi nHpopmanuy;
® co3naHue (aibIIMBBIX CLEHAPHUEB, TAaKMX KAaK MOMOINb B PEIICHUH MPOOIEeMBbI WIH
MIPEAJIOKEHUE BBITOIHOTO COTPYIHHUUYECTBA.
TexHuku:
m TenedoOHHBIE 3BOHKM MON BUAOM OQUIMANIbHBIX HpeAcTaBUTENed ans  coopa
KOH(UICHIMATHHBIX JTaHHBIX;
B (danpmuBBIE AIEKTPOHHBIE THChMa, HMUTHUPYIONIHME BHYTPEHHHE KOMMYHHKALIUU
KOMIIaHUH, JJIs1 TIOOYXKICHHSI COTPYTHUKOB K JICHCTBUIO;
®  ¢umunr yepez SMS-cooOmmenus (smishing) Asns monyyeHus JINYHON HHPOPMAIHH.
[Ipumeps! ysa3BUMOCTEN:
B HEIOCTaTOYHas TMOATOTOBJICHHOCTh COTPYAHHUKOB K BBISBICHUIO U MPOTUBOACHCTBHIO
MaHUMYJSLUSAM;
B JIOBEPUTEIHHOCTh OpraHU3alMii, MO3BOJISAIONIAS 3TTOYMBIIIJICHHUKAM BXOAWTH B JIOBEPHE K
COTPYIHHKAM;
B OTCYTCTBHE CHCTEMBI MPOBEPKU HAECHTHUYHOCTH Il KPUTUYECKH Ba)XHBIX 3alpOCOB,
MOBBIIAIOIIUX PUCKU KOMIIPOMETAITUH TAHHBIX.
OcHOBHBIE Yrpo3bl 0€30MACHOCTH U MOCIEICTBUS C UCTIOIB30BAHUEM COIMATIbHON MHKEHEPUU
yka3aHbl B Tabnurie 4.

Tabrnuua 4 — OcHoBHble Yrpo3bl 6e30MacHOCTU M NOCNEACTBIS C UCNONb30BAHMEM COLMANbHON UHXEHEpUY

Ne n/n OCHOBHbI€ Yrpo3bl lMocnencTsus atak
- pacKpbITME BaXHON MHChOPMaLMK (Naponu, (uHaHcoBas

1 YTeuka KOH(PUAEHLMANbHBIX AaHHbIX MHGopMaLys),;
- KOMMPOMETALWS NEPCOHANbHBIX AaHHBIX KIMEHTOB 1 COTPY/HUKOB;

- HECAHKLMOHMPOBAHHBIM [IOCTYN K Y4ETHBIM 3an1cam;

2 MaHunynupoBaHue nonb3oBaTensmm
- NONyYEHNE 3MOYMbILLIIEHHUKAMI NPUBUIEMMPOBAHHBIX NPaB;

- NpAMas Kpaxa AeHeXHbIX CPeacTs,

3 ®uHaHCcoBbIE NOTEPH
- 3aTpaThbl Ha BOCCTAHOBMEHWE NOCNe aTaky;

4 | HecooTBETCTBYE perynsiTopHsiM - Hapywerve GDPR, ®3-152 u apyrix HOPMaTMBOB;
TpeGoBaHNAM - lopuamnYecKkas OTBETCTBEHHOCTD;
- NOTeps JOBEPUSI KITMEHTOB;
5 PenyTaumoHHble pucku - YXy[LeHre UMUIkKa KOMMaHum;
- yxopn 6u3Hec-napTHepOB;
- pacnpocTpaHeHne aTaki Ha Apyrue CUCTEMbI;
6 JanbHenwue yrpossl 6e30nacHOCTM - yCTaHoBKa BpeaoHocHoro M0;

- knbepLUNMoHax

5. Ilpumenenue OoT-ceTeill — 310yMBIIIJIEHHUKA MOTYT KOHTPOJIUPOBATH OOJBIIOE KOJHMUYECTBO
YCTPOMCTB /Sl BBITIONIHEHHS aTak, Takux kak DDoS, ¢ 1menbio meperpy3kud W BBIBEACHUS M3 CTPOS
cepBepoB. DDoS-araka (Distributed Denial of Service, pacmnpenenenHas araka Tuma "OTKa3 B
obcnyxuBaHum'") — 310 KHOeparaka, IeJb KOTOPOW 3aKIoYaeTcs B TOM, 4YTOOBI caenarth pecypc
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(HampuMep, BEO-CaMT WM CETEBYIO CIykOy) HEIOCTYMHBIM JJIi €r0 3aKOHHBIX ITOJIb30BATEIICH.
Ocy1ecTBiaseTcs 3T0 MYTEM MEPerpy3ku ILEJIEBOM CHUCTEMBbl OIPOMHBIM KOJIMYECTBOM 3allpoOCOB,
MPEBBIIIAIIINX €€ 00padoTOYHBIE BOSMOKHOCTH [16, 17].
JlaHHBIN BU]I aTaKU MOXKET PUBECTU K Pa3IMYHBIM CEPbE3HBIM MOCIEICTBUAM, BKIIIOUAs:
m  DDoS-araku: ucrnonb3oBaHue OOT-CETel Ui MEPEerpy3Ku CEpBEPOB MOXKET MPHBECTH K
BPEMEHHON HEPaObOTOCTIOCOOHOCTH YCIIYT;
B [POCTOM B 0OCTY)KMBAaHUU: aTaKd MOTYT BbI3BaTh 3HAUUTEIbHbIC 3a[ICPKKH U OCTAHOBKH B
paboTe OHJIAIH-CEepBUCOB, YTO CKa3bIBAETCS HA MOJIb30BATENAX;
B IIUpoKHMd MacmTad arak: OOT-CETH MOTYT OIHOBPEMEHHO aTaKOBaTh MHOMKECTBO IIENIEH,
yBEJIUYMBas yPOH OT aTak;
B yBeNMUYEHHE 3aTpaT Ha 3alIUTy: HEOOXOJMMOCTb 3allUThl OT Oo0T-cereil Tpedyer
JOIOJIHUTENBHBIX PECYPCOB M MHBECTULIUI CO CTOPOHBI OPraHU3aLUH.
bor-cetn mpencraBnAoT Cco0OM 3HAYMTENBHYIO YIrpo3y M OHJIAH-pecypcoB, TpeOys
KOMILIEKCHOTO MO/IX0/1a K 3allUTe U MOHUTOPUHTY Tpaduka.
Takruku:
B 33apaKCHHE YCTPOWCTB BHPYCaMH Il CO3/JaHUS OOT-ceTel C Mebl0 JalbHEUIIero
UCIIONIb30BAHUS B aTaKax;
B KOOpAMHAIMA aTaKu Ha IeNieBble CEepBEphl C IMOMOIIbIO PACTPENCIICHHBIX Y3II0B U3
3apa’kKEHHBIX YCTPOMCTB.
TexHuku:
B HUCMOJIb30BaHUE KOMaHIHO-YIpaBistomux cepBepoB (C&C) mis KoHTpodIst Haa 60TaMu;
E ycTaHOBKa pa3inyHbIX BuaoB BIIO Ha 0oTax A BBINOJHEHUS Pa3HBIX 3ajad, BKIIIOYAs
Kpaxxy naHHbix wiu DDoS-araku;
B OMYISAus 00BIMHOTO TpaduKa /Uil MACKUPOBKHU JICUCTBUN O0T-CETel OT CUCTEM 3allUTHI.
[Tpumeps! ya3BUMOCTEH:
®m  HemocraTouHas 3amuTa ycrpoiictB loT, koTtopbie MOTyT OBITH JIETKO 3aXBau€HBI JUIS
co3faHus 0oT-cereid;
B yA3BUMOCTH B 0€30MacCHOCTH [OMAIIHUX CEeTeH, MO3BOJSIONINE 3JI0YMBIIIICHHUKAM
HOJTYYUTh JOCTYII K MOJIb30BATENSAM U UX YCTPOUCTBAM;
B HEIOCTAaTOYHO 3aIIMIIEHHBIE MPHIOKEHUS, KOTOPbIE MOTYT CTaTh TOYKAMHU BXOAA JJIS
co3zianus 0oT-ceTel.
OcHOBHBIE YTpO3bl O€30aCHOCTHU M MOCIECTBUS NPUMEHEHUs 00T-ceTell yka3aHbl B Tabmuie 5.

Tabnmua 5 — OcHoBHble yrpo3bl 6e30MacHOCTM U NOCHEACTBUS NpUMeHeH!st 6oT-ceTen

Ne n/n OCHOBHbI€ yrpo3bl lMocnencTsus atak
- BOCTYN 3M0YMbILLMEHHWKOB K NaponsiM, (PUHAHCOBLIM JaHHbIM
1 lMepexBaT AaHHbIX -
- Kpaxa KoHMaeHUManbHoM Hgopmavmm
5 - yCTaHOBKa TPOSIHOB, LUNMOHCKOro 10
2 3apaxeHue yctpoicTs BIMO -
- NOTepst KOHTPONS Haz, YCTPOMCTBOM
. - HECAHKLMOHMPOBAHHbIN [OCTYN K akkayHTam
3 Banom yueTHbIX 3anucei -
- Kpaxa LnpoBon WAEHTUYHOCTH
4 Yrpo3bl koprnopaTuBHOM - yTeuKa CryxebHbIX fJaHHbIX
besonacHocti - KOMNPOMETALWMS BHYTPEHHUX CUCTEM KOMMAaHWM
- NPsAIMble NOTEpU AEHEXHbBIX CPEACTB
5 ®uHaHcoBble YObITKM
- pacxofpbl Ha BOCCTAHOBIEHME NOCE aTaku
. - NOMHbI KOHTPOIb 3MI0YMBILLIEHHWUKOB Ha YCTPOCTBOM
6 KomnpomeTaLus ycTpoicTs -
- UCMONb30BaHMe YCTPOWUCTBA AMS HOBbIX aTak
- penyTaumoHHbIN yiep6
7 [MoTeps 4oBEpMs K KOMNaHUu
- OTTOK KIMEHTOB
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6. Dkcruryaranust myonuaabix Wi-Fi ceTeit - 310yMBITINIEHHUKH MOTYT ME€PEXBAThIBATh JaHHBIC
MOJIB30BATENEl B OOLIECTBEHHBIX CETAX, UCIOB3Ys CHELUUAIbHbIE HHCTPYMEHTHI JJISI OTCIEKHUBAHUS
ceTeBOro Tpaduka u nolydyeHus: KoHPpUIeHInaIbHON HH(OopMaLuu.

Wi-Fi — texHonorus 6ecripoBOIHON JIOKATBHOW CETH C YCTPOWCTBAMU Ha OCHOBE CTaHIAPTOB
IEEE 802.11. B HacTosiee BpeMs JaHHas abOpeBUaTypa 0XBaThIBa€T CTaHIAPTHI Niepeaayr HU(POBBIX
JTaHHBIX uepe3 paauokaHanbl. Wi-Fi cumTaercss OTHOCUTENBHO HOBOM W ONHOM u3 Haumboiee
MEPCIIEKTUBHBIX TEXHOJIOTHH B chepe KommnbioTepHoit cBsa3u. B 1998 romxy umxkenep Ixon O’CamnmuBan
pazpaboran OecrpOBOAHOW MPOTOKOJ MEpeAadd JaHHBIX. Ha cerogHsmHuii JeHb CYIMIECTBYET yKe
miectb nokoseHuit Wi-Fi, mocnennee u3 kotopeix 0b110 aHoHCHpoBaHO B 2019 ronxy. M3HavaneHO 3Ta
TEXHOJIOTUSl IpEAHa3Hayalach JJIs HCIOJIb30BaHUS B KOPIIOPAaTUBHBIX CETAX C LEJIBIO 3aMEHbI
MIPOBOAHBIX pemieHuid. [IpoBogHbIe ceTH TpeOyIOT TIIATeNbHON pa3paOOTKH TOMOJOTHH U MPOKIAIKU
3HAYUTENBHBIX PACCTOSHUM KaOessl, 4To SBISAETCS JOBOJIBHO 3aTpaTHBIM mpoueccoM. Ho, Kak Bce Mbl
3HaeM, ceroana Wi-Fi npumensiercs Bo MHOTHX cdepax [18-20].

B coBpemeHHBbIX ycnoBusx TexHonorus Wi-Fi mo3Bonser mMOgKIoYaTbCsi K MHTEPHETY MO
OecrpoBOIHOMY KaHally B 30HE TMOKPHITHA TOYKM JOCTyma. Takue myOIM4YHBIE 30HBI C
BBICOKOCKOPOCTHBIM HHTEpHETOM U3BecTHBI kKak Hotspot. Ha Puicynke 2 npezicraBieHa cxeMa TUIIHYHOM

Touku poctyna [18-20].
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PucyHok 2 — Oprannsaums xotcnoTa

Okcrutyarauusi nyOnuuHbix  Wi-Fi1  cerelf MoXeT NpuUBECTHM K Pa3IUYHBIM CEpPhE3HBIM
MOCIIEACTBHSAM, BKJIIOYAS:
B [epexBaT JaHHBIX: 3JIOYMBIIIJIEHHUKM MOTYT TMONy4yaTh [JOCTYN K IepeaaBaeMoi
uH(popMaIy, BKIIIOYas Haposiv U IaHHbBIE O (PUHAHCOBBIX TPAH3aKIUAX;
E  yrpo3a 0€30MacHOCTU YCTPOMCTB: UCIONB30BAHUE MYOIUYHBIX CETe MOXET NPUBECTH K
3apaxkeHuto ycrpoiicts BIIO;
®  yumep0 [uis Noib30BaTeNeil: KepTBbl aTak MOTYT MOTEPSITh JAE€HbIU, UACHTU(PUKALUIO UIIH
KOH(QUJCHIIMATbHYI0 HH)OPMALIHIO;
B [0Teps OBEpHs: KOMIIAHUU MOTYT MOTEPATH PEMyTalllIO, €CIH KJIMEHThI CTaHYT KepTBaMU
aTak B Impolecce paboThl C X CEPBUCAMHU, CBI3aHHBIMU C O0IIE€A0CTYTHBIMU CETIMH.
Hcnons3zoBanue nyonnuneix Wi-Fi cetelt TpeOyeT 0CTOPOKHOCTH, TOCKOJIBKY IOCIIEACTBUS aTaKk
MOT'YT HAHECTHU CEPbE3HBIH yIIepO Kak MoIb30BaTeNsIM, TaK U OpraHU3alUsIM.
Taxrnku:
B CO3JaHME MOIJEIBHBIX TOUEK OCTYINa, UMUTHUPYIOIIMX JETUTUMHBIE CETH Ui IepexBara
JIAHHBIX T10JIE30BaTEIICH;
®  ucnonb3oBaHue cHUBGdepoB i aHanmu3a Tpaduka M cOopa KOH(HICHIMAIbHOU
UH(pOPMAIHH.
TexHuku:
B BHEJIpEHHE METOoB «dyenoBeka nocepeaune» (MITM) ans mepexBara M MaHUIYJISLUN
JAHHBIMHU MEXJy [10JIb30BaTEIEM U CEPBUCAMY;
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B HCIOJb30BaHHWE ceccuid Kpaxku (session hijacking) mis mocTynma K y4YeTHBIM 3allUCSIM
IOJIb30BaTEICH;
B YCTaHOBKa IIMHOHCKUX MPOTPaMM Ha YCTPOWCTBAX KEPTB JJIsl MOMYYEHUS AOCTyMa K UX
uHpopMaImu.
OcHOBHbBIE yrpo3bl 0E30MACHOCTU U TOCIEACTBUS JKCIUTyarauun mnyomuuHbix Wi-Fi cereit
yka3aHbl B Tabnuie 6.

Tabnuua 6 — OcHoBHbIe Yrpo3bl He30nacHoCTH U nocneacTBus akennyatauum nydnnuHeix Wi-Fi ceTeit

Ne
v OcHoBHbIE Yrpo3bl Nocnencteuns atak

- [locTyn 3NOYMbILLNIEHHWKOB K NaposisiM, (MHAHCOBBIM JaHHbIM
1 lNepexBar AaHHbIX focry y P ¢ A

- Kpaxa koHgmaeHUMansHom nHdopmaLmm
- YcTaHoBKa TPOSIHOB, LUnMoHckoro 10

2 3apaxeHwe yctponcts BINO -
- MoTepsi KOHTPONS Had YCTPOCTBOM

- HecaHKUMOHMPOBaHHbIV JOCTYN K aKkayHTam
- Kpaxa undpoBomn WOeHTUYHOCTH

3 B3nom y4eTHbIX 3anuceit

Yrpo3bl KOpnopaT1BHON - YTeuka CJ'Iy>K96HbIX AaHHbIX

OesonacHocTu

- KomnpomeTaumsi BHyTPEHHUX CUCTEM KOMMaHUM

- I'Ipslele noTepn AeHeXHbIX CpeacTs

5 ®uHaHcoBble YObITKN
- Pacxofpl Ha BOcCTaHOBMEHME nocne ataku

- [TONHbIN KOHTPOIb 3M0YMbILUAEHHVKOB Haa YCTPONCTBOM
- icnonb3oBaHue ycTpoiicTBa Ans HOBbIX aTak

6 KomnpomeTaums ycTpoiicTs

- PenyTaunoHHbIn yuiep6

7 MoTeps OBEPUS K KOMMAHUM

- OTTOK KnueHTOB

7. Knaccudukarmmu ysssumocteit OC mo ganubmv bJIY ®CTOK

B xoze uccnenoBanust MeToJ10B Kubeparak ObLIH BBISBIECHBI U KJIACCU(HULIUPOBAHbI YSI3BUMOCTH,
SKCILTyaTUpyeMble 3JI0YMBIIIJIEHHUKAaMH B 3aBUCHMOCTH OT II€JI€BOM omepannoHHON cucremsl. [yis
CHCTEeMaTH3alluy JJAHHBIX OHH pacrpeseneHsl o TpéM kareropusm: «Linux», « Windows» u «OC He
ornpezeneHa». Takol MOAXON MO3BOJISIET OLEHUTh paclpelelieHHe yrpo3 no Iuiargopmam, a Takxke
BBIJIETIUTH CITy4yaH, TpeOyrolye J0MOIHUTEIbHOTO aHamu3a [21].

Jleranu3upoBaHHBIN TIEpeueHb YI3BUMOCTEH mpeacTasieH B Tabnumax 7-9 (Va3sumoctu Linux B
Tabmnune 7, yazsumoct Windows B Tabnute 8, ya3sumoctu HeonpeaeneHHbix OC B Tabnuie 9).

Tabnumua 7 — YassumocTu Linux

BaHk gaHHbIX | YpoBeHb AKcnnyaTaums
nN/i YAa3BMMOCTb oc/no Gesox'lr;)t?:ocm oiilc:gc- Onucanne yﬂ3BI}IIMOCTVI
nHdopmauum i CVSS 3.0 HapyLnTenem
YpaneHHo, packpbITb
- Linux CesisanHas ¢ | AVIHacMylo
PyHKLYS - Ubuntu (20.04, 22.04, BbIXOAOM g:ggimjg:‘n}zxcm?aﬁaim
1 iksmbd Vfs stream re 24.04) LTS BDU:2025-  iKpuTuyec- jonepauuv nVTeM OTNbaBKM
- - i - Debian GNU/Linux 12 00883 Kui 3a rpaHunubl y P
ad() nemoHa KSMBD | PEJIOC 7.3 Gychepa B cneumansHo
- Ubuntu 24.10 namsTu. CPOPMUPOBAHHBIX SMB-
3anpocos K ¢aitnam ¢
ADS.
OyHKLMSA
rf((;omm_check_securit - Linux: CBsizaHHas ¢
y() B Mmopyne y BDU:2024- . ipasbiMeHoBaH Bbi3BaeT 0TKa3 B
2 net/bluetooth/rfcomm/ 2 1OOC1O H OCHosa Onyx o 00986 Cpennni 1eM HyNeBoro | 00CNyXMBaHUN.
core.c apavsepa o ykasartens.
bluetooth
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BaHk gaHHbIX | YpoBeHb kcnnyatauus
Ne YA3BMMOCTb oc/no yrpos onacHoc- & gycanne yA3BUMOCTH
nin Oe3onacHocTH TM no HapVWHTeNeM
uHdpopmaummn | CVSS 3.0 Py
OyHKLIN , OkasaTb BO3AeNCTBIE HA
nf_tables_abort() - Linux CBsi3aHHas ¢ {KOH(MOEHUMANBHOCTb
moayne - AQ «VIBK» Aner 8 CT1 BDU:2024- HEKOPPEKTHOM {LIeNOCTHOCTb 1 ’
3 netﬁllriletﬁlter/nf tables_| - AQ «BK» ATIBT CI 10 0436.9 Beicoki GHOKEIpOBKOVI uOCT MHOCTb
api.C KOMMOHEHTbI | - AO "HIITKT" OCOH ec (F:)a ?a 1:/ aemoin
i OCHosa Onyx g0 2.10.1 pecypca. -
netfilter MHGopMaLmK.
Tabnuua 8 — Ysissumoctn Windows
Ne BaHk gaHHbIX yrpo3 YpoBeHb kcnnyartaums
- YA3BMMOCTb oc/no Ge3onacHocTH onacHocTu no Onucanue yA3BUMOCTH
n/n
MHdopmMaLum CVSS 3.0 HapywwuTenem
CBsizaHHasi C
packpbITHeM
Xellen B
Peanusauum
npoToKona . pesynbTate YaanerHo,
1 - Windows BDU:2024-09487  iCpepnHuit HEKOPPEKTHOrO  {pearnu3oBbiBaeTCs
ayTeHTUMKaLmm
BHELLHEro ataka Pass-the-hash.
NTLMv2
ynpasneHus
MMEHeM unu
nytem canna.
CBssi3aHHas ¢
[paisep Windows nepenonHeHnem (MoBbileHWE CBOMX
2 iCommon Log File - Windows BDU:2024-11011  {Bbicokui Oycepa B npuBmMneruin oo
System (CLFS) AvHamuyeckon  (ypoBHa SYSTEM.
namsTu.
Peanusauum Ces3aHHas ¢ YnaneHHo,
3 inpoTokona cnyx6bl | - Windows BDU:2024-11018  i{KpuTuyeckuit  {LlenoYMUCNEHHbIM  {BbINOMHUTDL
katanoros LDAP nepenonHeHNeM. {NPOKU3BONbHbINA KO,
Tabrmua 9 - Yassumocti (OC He onpefeneHa)
Ne BaHk gaHHbIX yrpo3 YpoBeHb Akennyartauus
nin YA3BUMOCTb oc/no GesonacHocTu OnacHoCTH Onucanue YA3BUMOCTH
MHhopMaLmm no CVSS 3.0 HapylwuTenem
YpaneHHo,
peann3oBaTthb ataku
MpoToKombi Ces3aHHas ¢ _ {Tvna «noaimeHa
TYHHENMpOBAHYS ) He[I0CTaTOUHOM | JOBEPEHHOTO
1 NaKETOB IPVA-in- [aHHble yTounstotcs {BDU:2025-00420 Bbicokui NpoBEpKOU obbekTa» nytem
L UCTOYHMKA OTNpaBky cneuuanbHo
IPV6 w IPvE-in-IPv4 kaHana cBsi3u. {ChOPMUPOBAHHOIO
naketa c asyms IP-
3aronoBKamu.
Cepauca ons
ynpasneHus
OuaHecom YpaneHrHo,
Butpukc24 n CBsi3aHHasA ¢ {BbIMOMHUTD
CUCTEMBI HEMpUHATUEM  NPOW3BOIbHBIN KOS
2 iynpaBneHus [anHble yTounstotcs {BDU:2025-00765 Bbicokuit Mep Mo 3aLuTe {nyTem oTnpaBsku
COAEPXKUMbIM CTPYKTYpbI BED- cneynansHo
caiiros (CMS) 1C- CTpaHuLpbI. ChOPMUPOBAHHOTIO
Butpukce: HTTP-3anpoca.
YnpaeneHue
CanToM.
[NakeToB Nporpamm Cassaritan ©
. . pa3sbIMeHoBa-
Microsoft Office, . y BbinonxeHue
3 [anHble yTouHsoTes  {BDU:2025-01553 Bbicokuit HVeM
Excel n 365 Apps for MPOW3BONBHOTO KoAA.
, HeoBEPEHHOro
Enterprise
yKasaTens.
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Pe3yanaTb| nccnenoBaHus

Meps! 17151 TOBBILIEHUS 0€301aCHOCTH
B xome wucciemoBanust ObUTM pPAacCMOTPEHBI THIBI arak, Haubojee YacTo HCHONIb3yeMble
3JI0YMBILICHHUKAMHU. AHaIU3Upys YSA3BUMOCTH, KOTOPBIE IO3BOJISIOT 3JIOYMBIIICHHUKAM YCIEIIHO
MPOBECTH PACCMOTPEHHBIE aTAKU MOXHO COPMYIHUPOBATH OCHOBHBIE MEPBI, HAIIPABJICHHbIC HA 3ALIUTY
OT yrpo3 6e30nacHOCTH HH(OPMALHH.
C uenbro MOBBIIEHHS 0E30ITACHOCTH 00BEKTOB MH(OPMATHU3AIMU OTIPEAEICHBI OCHOBHBIE MEPHI
3aIUThI, aKTyaJIbHbIE 1151 OOJIBIIMHCTBA YIPO3:
1. OOydeHue COTPYIHHKOB — PETYISPHbIC TPEHUHTH MO KuOEepOEe30MacHOCTH, MOBBIIICHHE
OCBEIOMIICHHOCTH O PA3JIMYHBIX yIPo3ax.
2. PerymspHoe 0OHOBICHHE MPOrPAMMHOTO 00ECIICUEHHS — YCTAaHOBKA MaTueil 1 OOHOBICHUI
JUIsl yCTPaHEeHUsl ysi3BUMOcCTe [22].
3. HUcnonn3oBanue antuBupycHoro I1O u daiipBomio — 3ammra ot BpemoHocHoro I10 u
HECaHKLIIMOHUPOBAHHOIO JOCTYIIA.
4. MmuorodakropHas ayrentudukamms (MFA) — nOmONHUTENBHBI ypPOBEHb 3alUTHI JUIS
JOCTyIa K CUCTEMAaM.
5. MOHUTOPHUHT CETEBOM aKTUBHOCTH — BBISIBJIEHUE AHOMAJIMI U MMOI03PUTENbHBIX ICHCTBHIA.
6. OrpanuueHue npas JOCTyIa — IPUHLINAI MUHUMAJIbHBIX IPUBWIETUH JUIs [I0JIb30BaTENIEH.
IIpu s3TOM clenyeT BBINOIHUTH JIOMOJHUTEIbHBIE MEpbl 3aIIUTHI, cHelU(UYHBIE A
OIIPE/IeNICHHOT 0 TUIIA aTaK, AONOIHSAOLINE 0a30Bble MEpPhI 3AILUTHL:
1. ®umMHroBBIE PACCHUIKU:
* HacTpoiika cucteMbl MOHUTOpUHTra coObiTuil b (BK/IIOUeHHE HHIMKATOPOB KOMIIPOMETALNY,
Takux Kak xemm SHA256);
* OrpaHuyeHue OOpallleHMH K IOAO3PUTEIbHBIM ajpecaM (HCIOJIb30BaHUE YEPHBIX/OeIbIX
CIIMCKOB);
* BHEJpPEHHE MOJUTUKHU YNPaBJIECHHUs HNaposisiMH (CTporue TpeOOBaHUS K CIOXKHOCTU U CMEHE
naposien).
2. Hcnonp3oBaHKE BPEJOHOCHOI'O NPOIPAMMHOIO 00€CIICYEHUS:
* TIPOBEACHUE PETYIAPHbIX 0OcnenoBanuii cetn Ha Hanuuue BIIO;
°  peryispHbIE pE3EpBHbIE KOIIMH AAHHBIX I BOCCTAHOBIICHHS IIOCIIE 3apAKECHNUS;
* UCTOJNB30BaHUE cucTeM 0OHapyxenus Bropxkenuit (IDS/IPS).
3. ATtaxu Ha CUCTEMBI C UCIIOIb30BAaHUEM YS3BUMOCTEM:
* TPOBEACHUE TECTOB HAa IPOHUKHOBEHUE (TIEHTECTHI);
* BHEJIpEHHE CUCTEM OOHapykeHHs 1 npenoTBpaieHus sropxenuii (IDS/IPS);
* HAcTpoilKa CTPOroro KOHTPOJIS I0CTYyINa K KPUTHUECKUM CUCTEMaM.
4. CounanbHas MHXEHEPUS:
° CO34aHME  MOJIUTUKM  Oe3omacHOCTHM  MHPopManuu  (mpaBWia  oOpamieHus ¢
KOH(UICHIIMATbHBIMU JJAHHBIMH);
* TpOBEpKa JUYHOCTH COOECETHHUKA IIepe]] paCKPhITHEM HH(OPMALUH;
*  MOJEpHUPOBaHME B3aUMOJEHCTBUSA C KJIMEHTaMHU AJIs IPEJOTBPAILECHUS MAHUITYJISILNAN;
* Iporpamma pearupoBaHMs Ha MHIMJIEHTbl COLMAIbHONW HHKEHEPUU.
5. bor-ceru:
* yCTaHOBKa cucTeM 3amuThl oT DDoS-arak;
* MOHHUTOPHHI CETE€BOTO Tpa(uKa JJIsl BhISABIECHHUS OOT-aKTUBHOCTH.
* OrpaHMYeHHUe IOCTYIHOCTHU pecypca (MCIoIb30BaHKe 0anaHCUPOBKH HArpy3Ku).
6. Ily6muunsie Wi-Fi cetn:
* ucnons3oBanue VPN mis mmmdpoanus tpapuxa;
* OrpaHUYCHHE MOJKIIOUEHUHN K Heomo3HaHHbIM Wi-Fi ceTsaM;
*  OTKJIIOYEHHE OOILEro JoCcTymna K (aiiinam Mpu UCHONb30BaHUU MTyOIUYHBIX CETEH.
Takum 006pazom, 3amuTa OT pACCMOTPEHHBIX KHOEpyrpo3 TpedyeT KOMOWHAINN YHUBEPCAIbHBIX
U CIIELMATIN3UPOBaHHbIX Mep. KiltoueBbIMU 21EMEHTAaMU SIBIISIOTCS:

&




2025 / Ne 2 (50) HaLI|I/IOHaJ'IbHaF| Ge3onacHocTb 1 CcTpartern4eckoe niaHmpoBsaHne ISSN 2307-1400

:

B perynspHoe oOydeHHe COTPYIHHKOB Ul NMPOTUBOAEHCTBUS COLMAIBHON WHXXEHEPUH U
¢bummHry.

B MHOIOypOBHEBas TeXHUUECKas 3aiuTa (00HoBIeHUs, MFA, MOHUTOPUHTI, aHTUBUPYCBI).

®  uéTKHMe OpraHM3aLMOHHBIC MPOLEAYpH! (YIPaBICHUE JOCTYIIOM, TIOJIUTUKH OE30MaCHOCTH,
pearupoBaHue Ha UHLUICHTHI).

KomIuiekcHbIi 101X0/], COUETAaIOIMI ATH HAalPABJIECHUs, 3HAYUTEIILHO CHUKAET PUCKU JUIsl BCEX
kareropuil arak. HecmoTps Ha 3(QQEKTUBHOCTH MPEJIOKEHHBIX MEp, COBPEMEHHBbIE KHOEpyrpo3bl
TpeOyIOT HEe TOJNBKO CTAaTMYECKUX PEIICHUH, HO U TUHAMHYECKON aJanTalii K HOBBIM BbI3oBaM. Jlyis
3TOTO MPEAJIAraeTcsi BHEAPEHUE UHTEIIEKTYaIbHBIX CUCTEM, CIIOCOOHBIX aBTOMaTU3UPOBATh MPOLECCHI
oOHapyXeHHs, aHaiu3a W HedTpanu3auuu arak. C y4eToM IMOSBICHHS HOBBIX YIpo3 0€30MacHOCTH
uHdopmaly,  HEOOXOAMMO  MPOBOAUTH  KOMIUIEKC ~ MEPOIPHSATHH,  HampaBiIeHHbBIX  Ha
COBEpPLIEHCTBOBAHUE CUCTEMBI 3aILUTHI. [ TOCTHAKEHUS ITOM LI€IM aBTOPAMU MPEIJIOKEH AITOPUTM
LUKJINYECKOTO OOHOBIIEHHS 3aILUThI, BHITOIHSIIOMIMN CIEAYIOIIUE IPOLETyPbI:

B MHOIOYpOBHEBBII KOHTPOJIb JOCTYTIA;
B HenpepbIBHBIN MOHUTOPUHI aHOMAJIM;
E  aBTOMaTU3MPOBaHHAs KOPPEKTHPOBKA MEp 3aLIUThHI HA 0cHOBE pekomenaauuii ®CTOK.

MHoroypoBHEBBbII KOHTPOJIb 0CTYIIA BKIHOYAET YETHIPE KIIFOUEBBIX YPOBHS 3aLLUThI, KaXIbIH U3
KOTOPBIX BBIMIOJIHSET CTPOTO onpeneneHnsie Gpynkuun (Pucynok 3).

UHTECPHET Buemmsis cerb
3almTa OT MEPETPY3KU CEPBEPOB BaHaHC:I)OBHII/IK @——] Awams DDoS
3ammTa Be6—HI;[I;J;3])Ig;1—:4}£1[ ;T aTak ypOBHS W:F < Sgﬁ J:/B;gs
v
3almTa y4€eTHBIX 3alMceil/akk ay HTOB OT B3JIOMa M®A «— ]%J;Oyljg):;s;aa
v
3amTa KOHEUHBIX yCTpoiicTB (cepBepos, T1K) Xoct-3ammra  [«§ Hecoginméa A

PucyHok 3 — MHoroypoBHeBbIN KOHTPONb JOCTyna

HenpeprIBHBII MOHUTOPUHT aHOMAJTU TPeICTaBIeH Ha pucyHke 4 (6:1o0k 1). Jlannas nporenypa
npenycMaTpuBaeT, YTO TIOCJIEe 3alycka MporpaMma paboTaeT HeNmpephlBHO U He Tpedyer
JONOJHUTENBHBIX BMemareabcTB. [lpu moctymnenun "araku" mpoHCXOOUT ee OOHapy:KeHHe, MyTEM
"Vayumenue aetekiuu" (1o0aBieHHE HOBBIX TPAaBWI: IOBBIIIEHHE YPOBHS UYyBCTBHTEIBHOCTH,
oOHOBIIeHUE 0a3 CUTHATYP WM MOZIeTIe MaIIMHHOTO O0y4€eHUsl, aHATIU3 JIO)KHBIX ).

ABTOMaTH3MpOBaHHAs KOPPEKTHPOBKAa Mep 3aluThl Ha ocHoBe pekoMmeHaauui PCTOK
npencTasieHa Ha pucyHke 4 (Omok 2). Ilpu oOHapyXeHMH YCHENIHOW aTakh CHUCTEMa BBIMTOTHSET
CIIEIYIOIME MTPOLIETYPBI.
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AHanu3 mpophIBa aTakH.
ITouck coorBeTcTBYIOUIMX Ys13BUMOCTEH B peectpe BIY OCTOK.
I'eneparust HOBBIX mpaBwit 3anuThl, natauur [10/0C.
Banupanys HOBBIX MpaBUJI 3aLLIUTHI B TECTOBOM CpELE.
BHenpenue B KOHTYp 3aIIUTHI.
HpI/IMepOM MOXHO PacCMOTPETbh CUTYyalMI0 Ipu dKciuryarauuu yszsumoctd CVE-2024-56627
(BDU:2025-00883) B Linux cucreMa aBTOMaTu4eCKy J00ABIIACT MPABUIIO OJJOKMPOBKH 15 YSI3BUMOCTH
ksmbd u cTaBuT B ouepesb OOHOBIECHHUE TTAKETA.
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AJNTOPUTM LIUKINYECKOTO OOHOBIIEHHS 3aIUThI IEMOHCTPUPYET OO MOAXOM K MOCTPOCHUIO
aJIalTUBHOW CHUCTEMBI 3aIUThI HH(OPMAIIUH, TIPH 3TOM HEOOXOIUMO YUHMTBIBATh, YTO ISl YCHELTHOTO
OTpaXXCHUS KOHKPETHBIX CIEHapHeB aTrak TpeOyeTcs WHAWBUAYAIbHBIA TMOI00p METONOB HX
obHapyxeHus. K Takum MeTomam MOXHO OTHECTH O0aleCOBCKUE U HEHPOHHBIC CETH, METOJ] HEUSTKUX
KOTHUTUBHBIX KapT, METOJl OHTOJIOTUH U JIpyTHE.

[1epBbIii anropuT™M 1EMOHCTPUPYET OOLIHIA TOAXO/ K aJaliTUBHOM 3alllUTe, OAHAKO JJIsl paboThI €
KOHKPETHBIMH CLIEHApHsAMH aTak TpeOyercs Oojee AeTalM3UpOBaHHAS cTparterus. BTopoii anroputm
MpeAiaraeT MOIIAaroBbI MEXaHU3M, KOTOPBIM MO3BOJSET HE TOJBKO OOHApYXKHMBaTh Yrpo3bl, HO U
aHaJIM3MpOBaTh MX KMCTOYHUKH, a TaKKe aBTOMATU3MPOBAaTh YyCTpaHEHHE Ys3BUMOCTei. Takoi
KOMOMHUPOBAHHBIA TOAX0N OOeCleurBaeT THOKOCTh CHUCTEMBI: €CIIM TEPBBIM aJropuT™M 3agacT
o0IIMe paMKH 3alMThl, TO BTOPOH MPEJOCTaBJIICT WHCTPYMEHTHI IJIi TOYHOIO pearupoBaHUsl Ha
YHUKaJIbHBIE Cly4au. PaccMOTpUM €ro CTpyKTypy Ha BBIMBIIIIEHHOM IIPUMEpPE aTaku IPyHIHUPOBKU
Cloud Werewollf.

Anroput™m «Ilouck ys3BUMOCTel M aBTOHOMHOE OOHOBiIeHHe 3amuThl WCy», momaroBblit
MEXaHU3M pabOThI:

1. Jlerexuus araku (Kak 0OHapYKUBAEM):

*  SIEM-cuctemsi (Splunk/QRadar);

* QHOMAJIMU CETEBOTO TpadHKa;

« goru IDS/IPS (Suricata/Snort);

* OTYETHl COTPYIHHUKOB (Uepe3 o0ydeHue).

2. Awmanus npopsiBa

Pabora anroputma npencrasnena Ha Pucynke 5.

3. Ilpumep 11 KOHKPETHOW aTaku, JIETeH 1A KOMITAHUU:

 rpynnupoBka "Cloud Werewolf" B Ubuntu Linux (BDU:2025-00883);
* araka Ipolia BCE CJIOU 3alUThI.
JIeCTBUSI CUCTEMBI:
1) OOHapyxenue yepes:
* aHOMaJIbHYIO Harpy3ky Ha nemoHa KSMBD;
* TONBITKY BhIoaHeHus shell-kona.
2) ABromaruueckuii 3anpoc B B[V mo:
¢ OC: Ubuntu Linux 24.10;
 cepsuc: gemon KSMBD.
3) [Ilonyuenwue narya:
"1d" "BDU:2025-00883",
"mata": " 24.10 oracular Fixed 6.11.0-21.21 ",
"mMepa aelictBus": "brokuposka SMB-3anpocos k gaiinam ¢ ADS"
4) ABromMaruyeckoe NpUMEHEHUE:
* nobaBieHue npaBuia B haepBoi;
* ouepenb Ha ooHoBneHue uepe3 CI/CD.
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B naHHO# cTaThbe aBTOPHI NMPOBEIHM aHATU3 COBPEMEHHBIX KHOEPYrpo3, HAlpaBIE€HHBIX MPOTHB
Poccun, Brimrovas ¢pummHr, BpenoHocHoe [10, sxcmyaranuio ys3BUMOCTEN, COLMAIbHYI0 HHKEHEPHUIO,
DDoS-araku u pucku myonuunsix Wi-Fi cereif. Ha ocnoBe nanueix @Cb Poccun, oryeroB Positive
Technologies u Apyrux MCTOYHMKOB CHCTEMATH3MPOBAIM TAKTUKU, TEXHUKH U MOCIEICTBUS arak, a
TaKKe pa3padOoTaIN MEPBI 3aLIUTHI IS KaXKI0H YIPO3BI.
KiroueBbie pe3ynbrarsl:
1. Knaccudukarms ysazsumocteit poccuiickux OC no ganasiM BIIY ®CTIK (20242025 rr.), uto

IMO3BOJIAACT TOYHEC IPOTrHO3UPOBATH U IPECAOTBpAIaTh ATaKU.
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2. Ananu3 MeTo10B pabOThl XaKePCKUX TPYIIHUPOBOK, BKIoUass Anonymous, IT Army of Ukraine
U IpyTHE, C BEIIBJICHUEM MX UCTOYHUKOB (PMHAHCHPOBAHUSI.
3. Pa3paboTka mpakTUYECKUX PEKOMEHAALMH MO 3alluTe, BKIOYas OOy4YeHHE COTPYAHHUKOB,
obnosnenue [10, MFA 1 MOHUTOPHHT CETEBOI aKTUBHOCTH.
4. IlpennokeHbl aNrOPUTMbl LUKIMYECKOTO OOHOBICHHMS MEp 3aIIUThl B HH(DOPMAIMOHHBIX
CHCTEMaXx.
[IpakTHyeckas 3HAYUMOCTB:
B TIpeUIOKEHHbIE MEPbl MOTYT OBITh BHEAPEHBI B OPraHU3AlMAX Ui CHIDKCHHUS PUCKOB
KuOeparax;
B MaTepHabl CTaThU MOJIE3HbI JJIs MOATOTOBKH CIICIIMAINCTOB MO KNOepOe30MmacHOCTH.
HccnenoBanue MOATBEPKIAET HEOOXOAUMOCTh KOMIUIEKCHOTO TOAX0Aa K KuOep3aluTe,
COUETAIOMIEr0 TEXHUYECKUE, OpraHN3alMOHHbIe U 00pa3zoBarenbHbie Mephl. [lanbHeiimas pabora Oyaer
HalpapJieHa Ha a/IalTalUIO IPEAI0KEHHBIX aJITOPUTMOB TO]I KOHKPETHBIE HHPPACTPYKTYPHI U aHATIN3
HOBBIX YTpo3. Bompocsl mocTpoeHus M COBEPIICHCTBOBAHMUS a/IalITUBHBIX AITOPUTMOB, UCTIONB3YIOIINX
BBIIIICHA3BaHHBIC METO/IbI U MTPEIHA3HAYCHHBIX JIJISI COBEPLICHCTBOBAHUS CUCTEM 3alIUThI HH(POpMAIUU
B MH(POPMAIMOHHBIX CUCTEMAaX BBICIIMX yUeOHBIX 3aBEACHHM, SBISIOTCS HANPABICHUEM JAbHEHIINX
UCCIIeIOBAaHUI aBTOPOB.
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Abstract

The article conducts an analysis of current cyber threats targeting Russia. The tactics, techniques, and
consequences of attacks are examined, and key protective measures for safeguarding information systems against
external influences are systematized. The study is based on data from the FSB of Russia, Positive Technologies
reports, and other authoritative sources. An algorithm for the cyclic update of protective measures in the information
systems of higher educational institutions is proposed.
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threats, public Wi-Fi networks, information security, multi-level access control, cyclic update of protective measures
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